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Introduction on French 
Cyberdefense

•※ vocabulary

• Major developments in 10 years

• Two main phases of development leading by the 
comprehension of cyberthreats



The strategic beginning

Information System Security identified
as a top priority capacity that France 
must keep a domain of sovereignty
alongside with 3 elements of french 

nuclear deterrence



Phase 1 : 2008-2013

• Two main actors
• ANSSI (French Cybersecurity Agency)
• Ministry of Defense

• A technical-military approach





A major cyberattack could
constitute an act of war



Phase 2 : 2013-now

• Reinforcement of ANSSI and MoD

• Moving to a comprehensive and global approach
• More actor involved
• Expanded perimeter









To sumarize

• In 10 years : significant evolution of french 
cyberstrategy reflecting a proactive and ambitious
strategy

• French cyberdefense has been developed in two
phases. First driven by a technical and military
approach, the strategy is now more comprehensive
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